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1. Global architecture overview
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Global architecture
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2. Physical security solutions
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Building threat monitoring system
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Suspicious behaviour detection system
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Suspicious behaviour detection system
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Intrusion and fire detection system
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Intrusion and fire detection system
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Data collection system

Temperature Humidity

Burglary detection Fire detection

Light_level

08/08

- Flood detection
Sound detection Fan functionality

07/24 08/08 08/01




Mobile alerting system
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Mobile alerting system
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Mobile alerting system
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Mobile alerting system
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3. Cyber security solutions
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Cyber threat monitoring system
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[T threat detection system
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[T threat detection system
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[T threat detection system
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BMS threat detection system
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BMS threat detection system
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Advanced file analysis system
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Advanced file analysis system
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E-health devices security analytics
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4. Integrated cyber-physical security solutions
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Impact propagation model and decision
support model
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Impact propagation model and decision
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Threat response and alert system
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Threat response and alert system
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Hospital Availability Management System
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Thank you !

More details available on:
- Our website: https://www.safecare-project.eu/
- Twitter: @SafecareP
- LinkedIn: SAFECARE Project

David Lancelin
david.lancelin@airbus.com




