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Discussion & Questions 



Questions 
from 
participants
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1. It was mentioned this morning that 
the decision rules used in SAFECARE 
would be shared via, I think, your 
website. It raises a general issue of how 
much of (and indeed how) will the 
SAFECARE internal workings will be 
shared as this will offer "intelligence" for 
perpetrators to use to avoid detection.
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2. How will consistency in threat 
response interpretation by personnel by 
realised - does SAFECARE have 
training on interpreting the combined 
potential impact information?



Questions on 
hospital security

o Is cyber and physical security an 
integral part of the Hospital operation? 
Should more resources be spent in this 
direction?

o Which are the emerging threats/risks 
that you believe Hospitals face during 
the last years, and what type of assets 
usually are affected?
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Questions on 
hospital security

Can you think of the type of impact caused 
by a security incident? 

Do you consider as more important that of 
having direct impact to the health services

• Fire in a surgery or bomb explosion 
in the emergency department, vs

• A technical malfunction to the 
electric substation or a phishing mail 
to one of the personnel
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Questions on 
SAFECARE solution

• Do you have any comments to 
make for SAFECARE in general or 
the awareness event that could 
be useful for the project 
evolution?
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Thank you for 
your input and 
attention!
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